
ADVICE

ONLINE

SENTINEL
«IKS» einfach und effizient.

ISAE 3402 Typ II – zertifiziert.

09.02.2026

Advice Online AG

Neugasse 46

9000 St. Gallen

www.adviceonline.ch

kontakt@adviceonline.ch

+41 71 223 20 60



Alle Risiken 
mit Details 
sind in 

SENTINEL 
erfasst.

Alle 
Kontrollen 
aller Risiken 

mit Details 
sind in 
SENTINEL 

erfasst.

Checks 
werden ad-
hoc oder 

automatisch 
initiiert.

Ausführende 

oder 
Verantwortlic
he 
bearbeiten 
die fälligen 

Kontrollen.

Alle fälligen 
Kontrollen werden im 
SENTINEL-Dashboard 

angezeigt.

Verantwortlic
he können 
die 

Kontrollarbeit
en einsehen 
und wenn 

nötig 
intervenieren.

Compliance/Risk 

weist Prüfarbeit 
zurück oder finalisiert 
den Check, indem 
die Prüfung 
abgeschlossen und 

archiviert wird. Somit 
sind keine Mutationen 
mehr möglich 

(Trailing!), aber alles 
ist geloggt und 
nachvollziehbar.

E-Mail mit 
allen Details 
zu den 

fälligen 
Kontrollen 
wird 

verschickt.

Alle Verantwortlichen 
und Ausführenden 
werden den 

Kontrollen 
zugewiesen.

Reports illustrieren die Risikomatrix 
oder alle Prüfarbeiten und 
Resultate beliebiger Prüfperioden.

Auch das Kontrollinventar kann als 
Report generiert werden.

1    Erfassen & Updaten

Erfassen der Details aus 

dem heutigen Inventar.

2    Kontrollen anstossen

Die Kontrollen werden 

abhängig deren 
Periodizität angestossen.

Avis & Anzeige der Tasks & 
Status’ via Dashboard & E-
Mail.

3    Kontrollen durchführen

Abarbeitung der jeweils 

fälligen und zu 
bearbeitenden Kontrollen.

4    Reporting

Für VR, Fachbereiche, 

sowie internes und externes 
Audit können Prüfperioden 
als Report generiert 

werden oder auch die 
Risikomatrix, sowie die 
grössten Risiken als Report 

präsentiert werden.

Gewährsträger 
(bspw. VR) haben 
jeweils alle Details zu 

den Risiken, 
Kontrollen und die 
Prüfresultate inkl. 

Status-Quo für die 
Wahrnehmung der 
Gewährsfunktion.

Prozessbeschrieb



Reporting-

Periode 
wird erfasst. 
Bspw. 
01.01.2022 
bis 

31.03.2022.

Unter CHECKS 

werden alle 
Kontrollen gelistet. So 
sieht man, in welcher 
Periode man welche 
Checks durchführen 

musste.

Bei Kontrollen 
hinterlegte Nutzer 
werden über die 

durchzuführenden 
Kontrollen via E-Mail, 
oder im AO-

Dashboard informiert.

Nutzer prüfen, 
begründen, 

laden Beweise 

hoch und setzen 
den Status neu.

Compliance prüft, ob die 
Kontrollen korrekt 
durchgeführt wurden und 

wenn nötig, setzen den 
Status neu.

Nutzer müssen 
u.U. eine Prüfung 
erneut 

vornehmen, resp. 
genauer 
abarbeiten.

Compliance finalisiert die Prüf-Periode, 
indem die Prüfung abgeschlossen und 
archiviert wird. Somit sind keine 

Mutationen mehr möglich (Audit-Trail), 
aber alles ist komplett nachvollziehbar.

Kontrollen 

können 
angepasst 
werden, 
abhängig 
von den Prüf-

Erfahrungen.

Compliance, der 

Kontrolle-Owner 
und der –
Ausführende 
sehen die 
offenen Checks.

Prozessablauf



Show-

Case
Fiktive Inhalte.

Abbild der produktiven App.





















Für die Infrastruktur- und 

Datensicherheit unserer 

Kunden rennen wir den 

Extra-Marathon:

Zertifizierungen auf unsere 

Firma, Prozesse, IT, Software, 

Hosting.

Zertifizierungen
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